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B.S. in Homeland
Security
Students will:

• Deliver professional presentations and communications based on
scholarly research they conduct.

• Engage in all phases of the intelligence cycle, including techniques,
strategies, and counter-intelligence concepts.

• Identify information security threats, cybersecurity challenges, and
countermeasures.

• Demonstrate mastery of homeland security knowledge and tools.

• Recognize concepts of ethics and professionalism within the
homeland security enterprise.

• Interpret the legal and policy structure of the homeland security and
intelligence enterprise.

• Evaluate exercises of their design applicable to the disciplines of
homeland security.

• Demonstrate knowledge of contemporary or emergent threats,
including natural, man-made, and technological hazards.

• Define terrorism, its origins, ideologies, and goals.

• Assess U.S. critical infrastructures using risk-based methodologies
and resiliency concepts.

• Apply risk management and analysis principles to homeland security
and intelligence issues.

• Analyze environmental hazards and characterize their relationship to
U.S. homeland/national security.

• Analyze elements of strategic planning and decision making.
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